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PRODUCT ANNOUNCEMENTS

ZERO
TRUST

Achieve Zero Trust with Symantec

Learn how Symantec's Integrated
Cyber Defense Platform enables the
modern enterprise to securely
transform and achieve Zero Trust
from anywhere using any device.

LEARN MORE

ﬁ' Symantec Enterprise DLP N:
: Gartner Peer Customers' Chu

DLP named a Gartner Peer
Customers’ Choice

For the second straight year,
Symantec Enterprise, a division of
Broadcom, is a Gartner Peer Insights
Customers’ Choice, with our DLP
solution. We believe this recognizes
our ability to protect enterprise
customers from a constellation of
increasingly dangerous threats to
their data.

LEARN MORE
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Symantec DLP 15.7 - What’s New

Check out some of the newest
features of DLP 15.7

WATCH VIDEO

Harnessing Symantec’s DLP
Integration with Microsoft
Information Protection

Harnessing Symantec’s DLP
integration with Microsoft
Information Protection

Symantec DLP is an essential tool to
help businesses keep their critical
information secure even when
employees - many of whom are now
using unmanaged devices - access
corporate resources from outside of

Demo - Symantec CloudSOC for G
Suite (Google Apps)

The Symantec CloudSOC platform
lets you confidently leverage cloud
apps and services while staying safe,
secure and compliant. Leveraging
advanced data science and machine
learning, it taps real-time user traffic,
native APIs and other data sources to

the office. provide a single pane of glass for
LEARN MORE monitoring and controlling your SaaS
apps.
WATCH VIDEO
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CATALYST2®20

On Demand: Symantec CATALYST
2020 event

Catalyst 2020 from Symantec is now
available on demand but only until
October 29th. Register to access
exclusive Catalyst content that isn'’t
available anywhere else, and listen to
high-profile experts sharing their
perspectives on the constantly
evolving threat landscape and the
latest thinking on cyber security in a
post-pandemic world.

REGISTER
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How Enterprises Can Effectively
Operate Zero Trust Environments

Dr. Chase Cunningham, Principal
Analyst at Forrester, and Manoj
Sharma, Technical Director at
Symantec, discuss why zero trust is
becoming an urgent priority for
enterprises focused on protecting
their users and data.

WATCH NOW

SERVICE ANNOUNCEMENTS

Information Security Status page

By subscribing to the Information
Protection Status page, you can be
alerted of real-time outages and
informed of scheduled maintenance
of the Information Security products.

SUBSCRIBE NOW

Data Loss Prevention Endpoint
support for macOS 11 and Apple
Silicon

Apple recently announced that a
major new operating system version,
macOS 11 (Big Sur), would be
available in the Fall of 2020. For more
information, on compatibility and
testing, visit the link below. You can
also visit our FAQ.

LEARN MORE

For questions or concerns regarding products or services please visit Symantec Enterprise Security Support Center at Broadcom.
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