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PRODUCT ANNOUNCEMENTS

Symantec Endpoint Protection
Remains #1 According to Experts

Symantec Endpoint Protection
Remains #1

Reading through marketing
collateral, indeed one may conclude
that all Endpoint Protection Platform
(EPP) solutions are the same. They
are not. Rigorous 3rd party testing
helps confirm it.
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Trickbot: U.S. Court Order Hits Botnet’s Infrastructure

Symantec assists in cross-industry initiative to disrupt virulent botnet tied to
ransomware spread, banking credential theft, and other campaigns.

READ BLOG
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WastedLocker Ransomware
attack

Attackers were preparing to attack
dozens of U.S. corporations,
including eight Fortune 500
companies. Read the blog or play
the webinar to find out how
Symantec detected and prevented
the attack.

PLAY WEBINAR

Symantec” Endpoint
Security Complete (SESC)

The Benafits of Upgrading Your
Endpoint Solution Today

Why Upgrade to SESC? i

Why Upgrade to SES Complete

Whether you are in the process of
upgrading or renewing, this
document explains the value of the
most awarded Symantec Endpoint
Security Complete (SESC) solution
and what makes it stand out from the
crowd.

READ MORE

Palmerworm: Espionage
Campaign

The Threat Hunter Team at
Symantec has uncovered a new
espionage campaign carried out by
the Palmerworm group (aka
BlackTech) involving a brand new
suite of custom malware, targeting
organizations in Japan, Taiwan, the
U.S., and China.

READ BLOG

Virtual User Group Meeting

Hear from Symantec Endpoint
Security Product and Solution
Engineering teams as they discuss
three key blind spots organizations
are facing with their endpoint
security. You can also listen to
insights on how users are
addressing these endpoint protection
challenges using Symantec
solutions.

PLAY NOW
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CATALYST2®20

On Demand: Symantec CATALYST
2020 event

Catalyst 2020 from Symantec is now
available on demand but only until
October 29th. Register to access
exclusive Catalyst content that isn’t
available anywhere else, and listen
to high-profile experts sharing their
perspectives on the constantly
evolving threat landscape and the
latest thinking on cyber security in a
post-pandemic world.

REGISTER
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A Deep Dive into New Features

How SOCs can be both more
efficient and better able to handle the
myriad of threats that are in their
environments. Read the blog and
play the webinar to find out.

PLAY WEBINAR

SERVICE ANNOUNCEMENTS

Product Lifecycle Notices

The Symantec Endpoint team has been working hard on fine-tuning its portfolio of
Endpoint products to assure the Symantec Enterprise Division of Broadcom is
delivering the most powerful, user-friendly, and cost-effective Endpoint solutions to
you. Part of that process means consolidating and replacing solutions that no longer
provide the top-most integration, efficacy, and alignment with your business
infrastructure and goals. Please check here to get the latest updates on your current

Symantec Endpoint solutions.

For questions or concerns regarding products or services please visit Symantec Enterprise Security Support Center at Broadcom.
When you engage with Broadcom, we take the time to understand what interests you. If we got it wrong, you can update your
preferences by clicking here. If you'd like to know more about how we use your personal information, you can read our privacy

statement here.
To unsubscribe from all marketing communications, click here.
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